
LEASE - The Leasehold Advisory Service 

Minutes of the Board Meeting held on Tuesday 18th July 2023 online via Microsoft Teams 

Present:  Wanda Goldwag (Interim Chair) (WG), Victoria Elvidge (VE) 

In attendance: 
Anthony Essien (AE), Michael Tourville (MT), Joseph McCann (JM) (both Beever & Struthers), 
Nicolette Davis (Note taker) 

Observer: None 

1.0     2023/07/1 Welcome and apologies for absence 
1.1 There were no apologies for absence. 

2.0 2023/07/2 Declarations of Interests 
2.1 WG declared that she is an advisor to Smedvig Venture Capital, She is also the Independent Panel 

Chair of the Modification Panel for the Joint Office of Gas Transporters; and Chair of Nuclear Transport 
Solutions. Chair of the International Nuclear Service Japan KK. 

2.2 VE and AE declared that they are long leaseholders. 

3.0   2023/07/3 Confirmation of the Board meeting held on 23rd May 2023 
3.1  The Minutes of the Board meeting held on 23rd May 2023 were approved as a true and accurate copy. 

4.0 2023/07/4 Chair and Chief Executive’s Report 
4.1 The Board noted the paper. 

5.0     2023/07/5a Performance Report 
5.1     The Board noted the paper. 

6.0 2023/07/6a Draft 2022/23 LEASE Audited Accounts 
6.1 MT presented the paper and noted that LEASE’s controls are good, however he recommended that 

more in-house technical support was sourced to address the cut-off for adjustments.  The Board 
requested that this information is fed back to MacIntyre Hudson. (ACTION AE) 

6.2  The Board approved the audited accounts. 

7.0 2023/07/6b Draft Auditor’s Management Letter and Letter of Representative 

7.1 The Board agreed the Management Letter and Letter of Representative 

8.0 2023/07/6c Draft 2022/23 Regulatory Compliance Report 
8.1 The Board approved the paper. 

9.0 2023/07/7a Finance Report to June 
9.1 The Board noted the paper. 

9.2 The formal budget delegation letter has not been received; AE will chase this with DLUHC (ACTION 
AE) 

10.0    2023/07/8a Work Plan and Meeting dates 
10.1 The Board approved the paper. WG highlighted that flexibility with meeting dates may be needed with 

the onboarding of new Chair and non-executives. 



11.0   2023/07/8b Any Other Business 
11.1 WG reminded AE that she requested he compile a list of documents that LEASE need to produce 

annually so that it can be provided as a guide for new non-executives (ACTION AE) 

There being no further business the meeting ended at 12.10pm 

Next meeting date and time Tuesday 26 September 2023 at 11.50 remotely via Microsoft Teams 
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	2.2  Recognising a SAR
	2.3  Reporting a SAR
	2.5  Can we refuse a SAR?
	2.6  Confirming the identity of the data subject (or the person the request is made on behalf of)
	We need to be sure that we know the identity of the data subject (or the person the request is made on behalf of). If the request is made by email, and the email comes from the address we have on record for the subject, then no further verification is...
	If the subject is unable to send an email from the address we have on record, or we do not have an email address on record for the subject, then the DSM will ask the subject to supply ID documents. A template for how the DSM will communicate this to t...
	2.8  Timescale for response
	We must comply with a SAR without undue delay and at the latest within one month of receiving the request.   If the request is complex or we have received a number of requests from the subject, e.g., other types of requests relating to the subject’s r...
	If we process a large amount of information about a subject, the DSM will ask them to specify the information or processing activities their request relates to, if it is not clear. The time limit for responding to the request is paused until we receiv...
	The DSM will supply any of the supplementary information within one month, if possible.
	2.9  Determining the scope of the SAR
	The DSM will produce a statement of the scope of the SAR, which will include:  a. The information sources to be searched b. The search parameters c. How we will determine if the found results are relevant
	d. This statement will be recorded in the SAR log.
	e. Regarding point (a) above, there are five potential sources of information:
	1. Emails sent and received through Office 365
	2. Files saved in the Cloud (e.g., Word documents)
	3. Hardcopy documents (e.g., handwritten notes from a meeting)
	4. Client/enquiry database (e.g., enquiry notes, emails sent through, and enquiries   submitted into, the database)
	5. Call recordings
	The sources searched will depend on the request received. For example, if a member of staff made a SAR request then we would search emails sent through Office 365, files saved in the Cloud, and hardcopy documents, but we would not search the enquiry d...
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	3.0 Right to Erasure
	3.1 The right to erasure is sometimes known as the right to be forgotten. The right to be erasure gives people the right to have their personal data deleted. This is a qualified right which means it only applies in certain circumstances.
	3.2 LEASE currently processes personal data based on consent. LEASE’s destruction and retention policy sets out how long key records and information types need to be kept, in accordance with our business and statutory requirements. Making sure that th...
	3.3 Individuals have the right to have personal data erased. This is also known as the ‘right to be forgotten’. The right is not absolute and only applies in certain circumstances.
	When does the right to erasure apply?
	3.4  Individuals have the right to have their personal data erased if:
	 the personal data is no longer necessary for the purpose which we originally collected or processed it for;
	 we are relying on consent as our lawful basis for holding the data, and the individual withdraws their consent;
	 we are relying on legitimate interests as our basis for processing, the individual objects to the processing of their data, and there is no overriding legitimate interest to continue this processing;
	 we are processing the personal data for direct marketing purposes and the individual objects to that processing;
	 we have processed the personal data unlawfully (i.e., in breach of the lawfulness requirement of the 1st data protection principle); or
	  we must do it to comply with a legal obligation
	When does the right to erasure not apply?
	3.5 The right to erasure does not apply if processing is necessary for one of the following reasons:
	 to exercise the right of freedom of expression and information;
	 to comply with a legal obligation;
	 for the performance of a task carried out in the public interest or in the exercise of official authority;
	 for archiving purposes in the public interest, scientific research, historical research, or statistical purposes where erasure is likely to render impossible or seriously impair the achievement of that processing; or
	 for the establishment, exercise or defence of legal claims.
	The GDPR also specifies two circumstances where the right to erasure will not apply to special category data:
	 if the processing is necessary for public health purposes in the public interest (e.g., protecting against serious cross-border threats to health, or ensuring high standards of quality and safety of health care and of medicinal products or medical d...
	 if the processing is necessary for the purposes of preventative or occupational medicine (e.g., where the processing is necessary for the working capacity of an employee; for medical diagnosis; for the provision of health or social care; or for the ...
	Can we refuse to comply with a request for other reasons?
	3.6 We can refuse to comply with a request for erasure if it is manifestly unfounded or excessive, considering whether the request is repetitive in nature. If we consider that a request is manifestly unfounded or excessive we can:
	 request a "reasonable fee" to deal with the request; or
	 refuse to deal with the request. In either case we will need to justify our decision.
	We should base the reasonable fee on the administrative costs of complying with the request. If decide to charge a fee we should contact the individual promptly and inform them. We do not need to comply with the request until we have received the fee.
	What should we do if we refuse to comply with a request for erasure?
	3.7 We must inform the individual without undue delay and within one month of receipt of the   request. We should inform the individual about:
	 the reasons we are not acting;
	 their right to make a complaint to the ICO; and
	 their ability to seek to enforce this right through the courts.
	We should also provide this information if we request a reasonable fee or need additional information to identify the individual.
	How do we recognise a request?
	3.8 The GDPR does not specify how to make a valid request. Therefore, an individual can make a request for erasure verbally or in writing. It can also be made to anyone at LEASE and does not have to be to a specific person or contact point. A request ...
	Can we charge a fee?
	3.9    No, in most cases we cannot charge a fee to comply with a request for erasure. However, as noted above, where the request is manifestly unfounded or excessive we may charge a “reasonable fee” for the administrative costs of complying with the r...
	How long do we have to comply?
	3.10 We must act upon the request without undue delay and at the latest within one month of receipt (see Checklist in Annex 2). We can extend the time to respond by a further two months if the request is complex or we have received several requests fr...
	 it is manifestly unfounded or excessive;
	 an exemption applies; or
	 we are requesting proof of identity before considering the request.
	Can we ask an individual for ID?
	3.11 If we have doubts about the identity of the person making the request we can ask for more information. However, it is important that we only request information that is necessary to confirm who they are. The key to this is proportionality. We sho...
	Do we have to tell other organisations about the erasure of personal data?
	3.12 The GDPR specifies two circumstances where we should tell other organisations about the erasure of personal data:
	 the personal data has been disclosed to others; or
	 the personal data has been made public in an online environment (for example on social networks, forums or websites).
	If we have disclosed the personal data to others, we must contact each recipient and inform them of the erasure, unless this proves impossible or involves disproportionate effort. If asked to, we must also inform the individuals about these recipients...
	4.0 Right to Erasure Request Procedure
	4.1 An Erasure Request should be handled by the Digital Services Manager, and in his absence by the  Chief Executive.
	1. All Erasure Requests must be logged (Day 1-2).
	All such requests received must be logged in the Subject Access Request Log.
	2. Requesting identification or further information (Day 1- 5)
	If we need to request identification from the data subject or further information to process their request, this should be done as soon as possible and no later than the fifth working day after the request has been received by LEASE.
	3. Acknowledging Request (up to Day 5)
	All Erasure Requests must be acknowledged. The acknowledgement should advise the data subject:
	o that their request is being dealt with;
	o who is dealing with their request;
	o the date on or before which the data subject can expect a response (the date on which the 1-month deadline falls)
	4. Responding to an Erasure Request (Day 5 – 30)
	Such requests should be responded to as soon as possible within the 1-month timescale.
	Contact list for queries in relation to the procedures
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